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SECURITY

Black Hills Community Bank N.A. is pleased to offer Internet Banking and Bill Payment services.
Delivering those services requires a solid security framework that protects you and our institutions data
from outside intrusion. We are committed to working with our internet service and communications
providers to produce the safest operating environment possible for our clients. Black Hills Community
Bank uses firewalls, encryption methods, filtering routers, and passwords as just some of the precautions
to keep your information secure.

Below are some suggestions you can do to keep your information safe:

* Keep your password confidential. You will be asked to follow specific parameters for a password
and change it frequently to ensure the information cannot be used by others.

* Be sure others are not watching you enter information on the keyboard when using the system.

* Never leave your computer unattended while logged on to the online banking system.

* Click ‘Log Off’ when you are finished using the system to properly end your session.

* Keep your computer free of viruses. Use virus protection software to routinely check for a virus
on your computer.

When you follow these security measures, your interaction with the online banking system will be
completely confidential. We look forward to serving your online banking and bill payment needs
today and into the future.




